Roll No. ...uuuueeecisnnnennnnes Total Pages : 03

LG/D-23 30664
CYBER LAW
Paper 504 (Opt. 1)

Time : Three Hours] [Maximum Marks : 100

Note : Attempt Five questions in all, selecting one question
from each Unit I-IV. Q. No. 9 (Unit V) is compulsory.

All questions carry equal marks.
Unit I

1. Discuss the composition and powers of Cyber Appellate

Tribunal under the I.T. Act, 2000.

2. Define electronic and digital signature. How can you
distinguish between electronic and digital signature ?

Elucidate.
Unit II

3. “A person dishonestly uses the electronic signature,
password or any other unique identification feature of any
person.” Is this a cyber crime ? Explain with the help of

case law.
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Discuss the powers of police to investigate under

Information Technology Act, 2000.
Unit 1T

What do you understand by the term ‘Online
Defamation’ ? Critically examine the law and issues

relating to defamation in the internet age.

Discuss the personal jurisdiction in cyberspace with special

reference to India.
Unit IV

Explain the concept of ‘intermediary’. What are the
liabilities of intermediary under the Information

Technology Act, 2000 ? Elucidate.

What do you mean by computer forensic and the process

of confiscation ? Explain with the help of case law.
UnitV

Write short notes on any four of the following :

(a) Computer system

(b) Certifying Authority
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Breach of Confidentiality

Publishing of obscene information in electronic form.
Conteravention committed outside India
International law and jurisdiction in cyber space.
Interception of electronic communication.

Law laid down in the case of Shreya Singhal vs.

Union of India, AIR 2015 SC 1523.
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